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Purpose of Training

• This training session is intended for county 
selected information technology representatives 
designated as user administrators, to prepare 
them to administer user accounts for DLGF 
online applications 

• County administrators will be provided 
information about establishing, administering, 
and removing a user profile for DLGF county 
applications.  

• Additionally, information will be provided on how 
to assist county individuals having difficulty with 
a security profile once established. 



Topics to be Covered

• Overview of DLGF online applications

• Why we need user accounts for these 

applications

• How the County should set up accounts

• Suggestions for officially tracking accounts 

established for counties

• Q&A



Online Applications

• State agencies in cooperation with the 
Indiana Business Research Center 
(IBRC), Kelley School of Business have 
worked to create online applications 

• User accounts must be established to 
assure security of data 
collection/submission

• User accounts must be established by the 
office holder responsible for the process
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Taxpayer may choose to withdraw the appeal at any time by submitting a letter of withdrawal.
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Why We Need User Accounts

• Online applications require local county 

staff to complete 

• User accounts must be established to 

assure security of access

• User accounts must be established by the 

office holder responsible for the process



County Administrators

• Each County Commission has been asked 
to designate an individual for their county 
to be responsible for administering county 
user accounts 

• County Administrators are assigned 
administrator accounts by DLGF to access 
online administration tool

• County Administrators are able to manage 
only the accounts for their county



Authorizing User Accounts

• User accounts must be established by the 

office holder responsible for the process

– Appeals are the responsibility of the County 

Assessor

– Sales Disclosures are the responsibility of the 

County Assessor

• As additional applications become 

available DLGF will identify office 

responsible
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DLGF Login Request Form

• Login Request Section is meant to be 

completed by the office holder requesting 

the login for either himself/herself or staff 

person

• Signature is required



How To Set Up Accounts

• IBRC has established user account tools

• Groups have been established for current 

tools

– Data Upload (Administered by State)

– County Administrators (Administered by 

State)

– Sales Disclosure (Administered by County)

– Appeals (Administered by County)



DLGF Login Request Form

• Once identified, County Administrators will 

be required to sign a DLGF Login Request 

Form

• The DLGF Login Request Form should be 

used if County Administrator does not 

already have login request form in use by 

the County



DLGF Login Request Form

• User Information is meant to be completed by the 

staff person for which the account is being 

established

• One user may need access to multiple applications

• This information is used by Administrator to 

complete the online login profile



DLGF Login Request Form

• User is required to sign acknowledgement 

of their responsibilities as user to the 

online tools

• The County Administrator should keep this 

document on file



DLGF Login Request Form

• The County Administrator should make 

note of the UserID assigned, who 

completed, the date completed, and the 

access granted

• The County Administrator should keep this 

document on file



Setting Up a User Account

• Once the Login Request has been fully 

completed, the County Administrator will 

need to create a secure user login account 

for each user

• Only create users that have been 

approved by the designated office holder 

for an application



User Management Login

• Requires login and 

password

• Each County 

Administrator can 

establish user 

accounts for 

applications



Create a User

• Information specific to 

the user is required

• Role of individual is 

required 

• As new applications 

become available 

new roles will be 

added



Create a User

• If left incomplete user 

cannot be created

• Same individual may 

have multiple roles 



Tracking Accounts

• Once users are established they can be 

managed online through the management 

tool

• User passwords can be modified, 

applications added/removed, or account 

closed



County LOGIN to DLGF Apps

Questions?


